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Microsoft reforça segurança digital com novas capacidades para proteger clientes
· Conta com uma equipa equivalente a 35 mil engenheiros dedicados exclusivamente à segurança digital, o que representa o maior esforço alguma vez feito neste âmbito
· Implementou de mais de 50 novas deteções na infraestrutura Microsoft, com integração futura no Microsoft Defender
· Investiu mais de 17 milhões de dólares para promover práticas responsáveis de divulgação de vulnerabilidades
Lisboa, 02 de fevereiro de 2026 – A Microsoft divulgou o Secure Future Initiative (SFI) Progress Report, reafirmando o seu compromisso com a segurança digital e com a construção de um futuro mais confiável num mundo cada vez mais conectado. O relatório revela que a Secure Future Initiative (SFI), criada com a missão de acelerar a inovação, fortalecer a resiliência e liderar a indústria rumo a um futuro digital mais seguro, conta com uma equipa equivalente a 35 mil engenheiros dedicados a tempo inteiro à segurança, o que representa o maior esforço de cibersegurança da história a nível digital.
Os resultados demonstram avanços consistentes em todas as áreas e pilares de engenharia, sublinhando que a segurança continua a ser a prioridade máxima da Microsoft. Entre os mais relevantes, destacam-se a implementação de mais de 50 novas deteções na infraestrutura Microsoft, que serão integradas no Microsoft Defender, e a alocação de 17 milhões de dólares para promover a divulgação responsável de vulnerabilidades. Estes números refletem um compromisso concreto com a proteção dos clientes e com a criação de um ecossistema digital mais seguro. 
A iniciativa também reforçou a importância de práticas fundamentais para a segurança digital como a autenticação multifator resistente a phishing, com 99,6% dos colaboradores e dispositivos Microsoft a serem abrangidos pela mesma, e a migração de utilizadores de maior risco para ambientes protegidos no Azure Virtual Desktop. Além disso, a Microsoft concluiu a deteção e correção de 99,5% de vulnerabilidades ativas em código, garantindo maior integridade e proteção dos seus sistemas.
O nível de confiança das equipas de engenharia em matéria de segurança aumentou nove pontos desde o início de 2024 e, para reforçar a cultura de segurança, 95% dos colaboradores da Microsoft concluíram a formação mais recente sobre proteção contra ciberataques potenciados por Inteligência Artificial. Além disso, a empresa disponibilizou estes recursos também aos clientes, com o objetivo de elevar a consciencialização e promover práticas seguras em todo o ecossistema digital.
Reforço da Inovação e segurança 
A Secure Future Initiative está a transformar a forma como a Microsoft desenvolve e opera os seus produtos, garantindo que são Secure by Design, Secure by Default e Secure in Operations. Esta abordagem reflete-se em melhorias concretas nos produtos e serviços: para o Azure foram reforçadas as definições de segurança por defeito, a confiança baseada em hardware foi expandida e os benchmarks de segurança foram atualizados; no Microsoft 365 foi introduzido o papel de Administrador de IA e aumentada a transparência na proteção de dados para dar às organizações mais controlo e visibilidade; para o Windows e  para o Surface verificaram-se avanços nos princípios de Zero Trust, com passkeys expandidas e capacidades de recuperação automática; e a Microsoft Security evoluiu o Microsoft Sentinel para uma plataforma orientada por IA, com funcionalidades avançadas de deteção e resposta.
De destacar também que o próprio Conselho de Governança de Cibersegurança da Microsoft passou a integrar três novas funções de Vice-Diretores de Segurança da Informação (CISOs), responsáveis por regulamentações europeias, operações internas e pela relação com o ecossistema de parceiros e fornecedores. Paralelamente, a empresa lançou o Microsoft European Security Program para aprofundar parcerias estratégicas e apoiar os governos europeus com informação relevante sobre o cenário de ameaças cibernéticas. Além disso, colabora com parceiros do setor para alinhar regulamentações de segurança, promover comportamentos responsáveis dos Estados no ciberespaço e reforçar a capacidade de defesa através da Advancing Regional Cybersecurity Initiative, no Sul Global.
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Para além das melhorias internas, a Microsoft disponibiliza também aos utilizadores um guia com 10 padrões e práticas de segurança SFI que ajudam as organizações a reduzir riscos, bem como workshops Zero Trust que incorporam avaliações baseadas na SFI e permitem avaliar e melhorar a postura de segurança de forma integrada. 
Com a evolução constante das ameaças e o avanço da tecnologia, a Microsoft continuará a priorizar os riscos mais elevados, acelerar a entrega de inovações e utilizar Inteligência Artificial para aumentar a eficiência, garantir deteção rápida de anomalias e implementar correções automatizadas. O progresso alcançado pela Secure Future Initiative reforça que a segurança e a confiança se constroem com ação e responsabilidade em prol de um futuro digital mais seguro. 
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SOBRE A MICROSOFT
Microsoft (Nasdaq "MSFT" @microsoft) cria plataformas e ferramentas robustecidas por Inteligência Artificial para entregar soluções inovadoras que correspondam às necessidades crescentes dos nossos clientes. Enquanto empresa de tecnologia está comprometida com a democratização do acesso a Inteligência Artificial de forma responsável, mantendo a missão de capacitar todas as pessoas e organizações no planeta para atingir mais.
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