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Relatório da Fortinet revela que 66% das organizações não confiam na sua capacidade de detetar e responder a ameaças cloud em tempo real


Fragmentação e falta de visibilidade colocam em risco a segurança cloud das organizações

 
Lisboa, 23 de janeiro de 2026
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A Fortinet, líder global em cibersegurança que promove a convergência entre redes e segurança, afirma que a complexidade crescente dos ambientes cloud está a criar um novo risco estrutural para as organizações. De acordo com o 2026 Cloud Security Report, desenvolvido pela Cybersecurity Insiders em parceria com a Fortinet, dois terços das organizações (66%) admitem não ter confiança na sua capacidade de detetar e responder a ameaças cloud em tempo real, apesar do aumento contínuo do investimento em segurança.

Baseado num inquérito global a 1.163 líderes e profissionais no setor da cibersegurança, o relatório conclui que o principal desafio não é a ausência de investimento, mas sim a fragmentação das ferramentas de segurança, a escassez de talento especializado e a dificuldade em manter visibilidade consistente em ambientes cada vez mais híbridos e multi-cloud.

Atualmente, 88% das organizações operam em arquiteturas híbridas ou multi-cloud, recorrendo, na maioria dos casos, a dois ou mais fornecedores de cloud para responder a workloads críticos. Esta realidade, embora essencial para a agilidade do negócio e para a adoção de inteligência artificial, está a ampliar a superfície de ataque a um ritmo superior à capacidade das equipas de segurança.

O relatório revela ainda que 69% das organizações identificam a proliferação de ferramentas e as falhas de visibilidade como o principal obstáculo à eficácia da segurança cloud, enquanto 59% continuam em fases iniciais de maturidade, apesar de a cloud já representar, em média, 34% do orçamento total de segurança de TI.

A escassez de talento agrava este cenário: 74% das organizações reportam falta de profissionais qualificados em cibersegurança, o que obriga as equipas a operar de forma reativa e dependente de alertas manuais.

Principais conclusões do Cloud Security Report 2026:

· 66% das organizações não confiam na sua capacidade de detetar e responder a ameaças cloud em tempo real
· 69% apontam a fragmentação de ferramentas e falhas de visibilidade como o maior bloqueio à segurança
· 88% operam em ambientes híbridos ou multi-cloud
· 81% utilizam dois ou mais fornecedores de cloud para workloads críticos
· 59% continuam em níveis iniciais de maturidade em segurança cloud
· 74% enfrentam escassez ativa de profissionais de cibersegurança
· 64% prefeririam hoje uma abordagem baseada numa plataforma de segurança unificada

Sobre o relatório

O 2026 Cloud Security Report foi desenvolvido pela Cybersecurity Insiders em colaboração com a Fortinet, com base num inquérito global realizado no final de 2025 a 1.163 profissionais de cibersegurança de vários setores, incluindo serviços financeiros, tecnologia, saúde e setor público.


Faça o download do relatório completo do 2026 Cloud Security Report


Sobre a Fortinet 
A Fortinet é uma força motriz na evolução da cibersegurança e na convergência da rede com a segurança. A sua missão é proteger pessoas, dispositivos e dados em qualquer lugar, sendo que hoje oferece cibersegurança onde for necessário, com um portfólio com mais de 50 produtos de nível empresarial. Mais de meio milhão de clientes confiam nas soluções Fortinet, que se encontram entre as mais adotadas, mais patenteadas e mais validadas na indústria. O Fortinet Training Institute, um dos maiores e mais amplos programas de formação da indústria, dedica-se a tornar a formação em cibersegurança e novas oportunidades de carreira disponíveis a todos. A colaboração com organizações de alto nível e respeitadas dos sectores público e privado, incluindo CERTs, entidades governamentais e académicas, é um aspeto fundamental do compromisso da Fortinet para melhorar a ciber resiliência a nível global. A FortiGuard Labs, a organização de elite de investigação e inteligência sobre ameaças da Fortinet, desenvolve e utiliza tecnologias inovadoras como Machine Learning e AI para fornecer atempadamente aos clientes a melhor proteção de forma consistente e medidas de ação inteligentes na contenção de ameaças. Saiba mais em  https://www.fortinet.com, no Blog da Fortinet, e na FortiGuard Labs.  
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