**Fortinet reconhecida como Líder no 2025 Gartner® Magic Quadrant™ para a plataforma SASE**

*A empresa acredita que a sua visão a longo prazo de convergência entre redes e segurança é validada ao ser nomeada líder nos relatórios 2025 SASE Platforms e 2024 SD-WAN do Magic Quadrant da Gartner*

**RESUMO**

**LISBOA, Portugal – 04 de agosto de 2025 -**  A [Fortinet](https://www.fortinet.com/content/fortinet-com/en_us), líder global em cibersegurança que promove a convergência entre redes e segurança, anunciou hoje que foi reconhecida como líder no [2025 Gartner® Magic Quadrant™ for SASE Platforms](https://author.fortinet.com/content/fortinet-com/en_us/resources/analyst-reports/gartner-magic-quadrant-sase.html) e classificada como a número um no use case Secure Branch Network Modernization no relatório Gartner Critical Capabilities for SASE Platforms. A Fortinet acredita que esta nomeação reforça a sua capacidade de convergir SD-WAN seguro avançado, ZTNA universal e proteção contra ameaças alimentada por IA através de uma solução única e flexível.

*“Estamos orgulhosos por sermos reconhecidos como Líderes no Quadrante Mágico do Gartner 2025 para Plataformas SASE e acreditamos que este reconhecimento valida o nosso compromisso com a inovação orgânica - construindo uma plataforma unificada e alimentada por IA que abrange todos os use cases SASE”,* afirma **Nirav Shah, Senior Vice President of Products and Solutions at Fortinet**. “*Acreditamos que estar posicionados no quadrante de Liderança vem reconhecer aquela que é a nossa estratégia de combinar SD-WAN seguro, ZTNA universal e proteção contra ameaças alimentada por IA num único sistema operativo, FortiOS, e uma licença para maior simplicidade e ROI mais rápido.”*

**A plataforma SASE mais unificada, flexível e inteligente**

Este último reconhecimento, na opinião da Fortinet, valida a sua estratégia de ter uma plataforma unificada para uma aceleração digital segura. Segue o reconhecimento da Fortinet como líder no Quadrante Mágico da Gartner de 2024 para SD-WAN pelo quinto ano consecutivo - onde foi posicionada em primeiro lugar na categoria de Capacidade de Execução - bem como a nomeação de Escolha dos Clientes da Gartner Peer Insights™ de 2024 para [Security Service Edge (SSE)](https://www.fortinet.com/blog/business-and-technology/fortinet-recognized-for-second-time-as-gartner-peer-insights-customer-choice-for-sse) e uma Escolha dos Clientes de 2025 para [SD-WAN](https://www.fortinet.com/blog/business-and-technology/only-vendor-to-be-named-as-a-gartner-peer-insights-customer-choice-for-sd-wan-for-sixth-time) e [Zero Trust Network Access (ZTNA).](https://www.fortinet.com/blog/business-and-technology/foritnet-is-the-only-vendor-recognized-as-a-customer-choice-in-gartner-peer-insights-voc-for-ztna)

O Fortinet Unified SASE está inserido de forma nativa no FortiOS, oferecendo segurança consistente e experiência de utilizador do campus à cloud e aos utilizadores remotos por meio de uma plataforma de fornecedor único. A abordagem fortemente integrada da Fortinet permite a gestão centralizada por meio de uma consola e um agente, reduzindo a complexidade e simplificando a aplicação e a implementação de políticas. A Fortinet oferece mais de 160 pontos de presença (PoPs) e níveis de licenciamento simplificados para atender às necessidades dos clientes. Inovações mensais de produtos, incluindo fluxos de trabalho de segurança orientados por IA, mantêm a plataforma à frente das ameaças e necessidades de negócios em evolução.

**Potenciar Experiências de Alto Desempenho e SASE Soberano à Escala Global**

Acreditamos que o reconhecimento do use case Secure Branch Network Modernization no relatório Gartner Critical Capabilities for SASE Platforms ressalta a força da Fortinet em ajudar os clientes a substituir arquiteturas legadas como MPLS por uma solução em que temos uma experiência simplificada e de alto desempenho. As organizações podem implementar rapidamente novos sites com recurso a provisões zero-touch e instrumentalização centralizada, reduzindo significativamente o tempo e o esforço normalmente necessários para implementar soluções. Ao convergir a rede e a segurança nos extremos da infraestrutura, a Fortinet permite às equipas de IT fornecer acesso seguro e escalável com uma sobrecarga operacional reduzida e menor custo total de propriedade com integração perfeita entre SD-WAN seguro e SSE que pode ser concluída em minutos.

A Fortinet continua a diferenciar-se num mercado em rápido crescimento, que pode exceder os 28,5 mil milhões de dólares até 2028 segundo previsões da Gartner, com investimento contínuo na sua infraestrutura global SASE, packing simplificado e capacitação de parceiros. Estes esforços refletem o compromisso da Fortinet em ajudar clientes, parceiros de canal e fornecedores de serviços a capitalizar a crescente procura por segurança de modelos de trabalho híbrido, modernização de setores de atividades e a capacidade de responder às necessidades de soberania de dados para setores regulamentados, como finanças, saúde e governo.

**Validação de analistas e clientes**

A posição de líder da Fortinet em SASE aumenta o reconhecimento mais amplo da empresa em todo o setor de cibersegurança, incluindo a distinção em 11 relatórios do Magic Quadrant da Gartner, abrangendo segurança e redes. Além de ser nomeada Líder neste quadrante para as Plataformas SASE e SD-WAN, a Fortinet continua a ser o único fornecedor reconhecido como a Escolha dos Clientes em todos os componentes principais do SASE - SD-WAN, SSE e ZTNA - de acordo com o Gartner Peer Insights™. Estas distinções validam ainda mais a estratégia da plataforma Security Fabric da Fortinet e a sua capacidade de unificar a segurança e a rede de ponta a ponta.

Nota para o Gartner Peer Insights™: As análises de parceiros ou utilizadores finais de empresas com menos de 50 milhões de dólares em receitas estão excluídas desta metodologia. Ver a versão completa [“Voice of the Customer” methodology](https://gpivendorresources.gartner.com/en/articles/6746287-voice-of-the-customer-methodology).

Aceda ao comunicado de imprensa completo através do seguinte [link](https://www.fortinet.com/corporate/about-us/newsroom/press-releases/2025/fortinet-recognized-as-a-leader-in-the-2025-gartner-mq-for-sase-platforms).

**Recursos Adicionais**

* Faça o download do [2025 Gartner® Magic Quadrant™ for Secure Access Service Edge (SASE) Platforms](https://author.fortinet.com/content/fortinet-com/en_us/resources/analyst-reports/gartner-magic-quadrant-sase.html).
* Visite [fortinet.com/trust](https://www.fortinet.com/trust) para conhecer as inovações da Fortinet.
* Descubra como é que os [Clientes Fortinet](https://www.fortinet.com/customers) estão a proteger as suas organizações.
* Siga a Fortinet no [X](https://twitter.com/Fortinet), [LinkedIn](https://www.linkedin.com/company/fortinet/), [Facebook](https://www.facebook.com/Fortinet/), and [Instagram](https://www.instagram.com/fortinet/). Subscreva o [blog](https://www.fortinet.com/blog?utm_source=website&utm_medium=pr&utm_campaign=blog) ou [YouTube](https://www.youtube.com/channel/UCJHo4AuVomwMRzgkA5DQEOA) da Fortinet.

**Sobre a Fortinet**

A [Fortinet](https://www.fortinet.com/blog?utm_source=pr&utm_medium=pr&utm_campaign=boiler%22%20\t%20%22_blank) é uma força motriz na evolução da cibersegurança e na convergência da rede com a segurança. A sua missão é proteger pessoas, dispositivos e dados em qualquer lugar, sendo que hoje oferece cibersegurança onde for necessário, com um portfólio com mais de 50 produtos de nível empresarial. Mais de meio milhão de clientes confiam nas soluções Fortinet, que se encontram entre as mais adotadas, mais patenteadas e mais validadas na indústria. O [Fortinet Training Institute](https://www.fortinet.com/nse-training?utm_source=pr&utm_campaign=nse-training%22%20\t%20%22_blank), um dos maiores e mais amplos programas de formação da indústria, dedica-se a tornar a formação em cibersegurança e novas oportunidades de carreira disponíveis a todos. A colaboração com organizações de alto nível e respeitadas dos sectores público e privado, incluindo CERTs, entidades governamentais e académicas, é um aspeto fundamental do compromisso da Fortinet para melhorar a ciber resiliência a nível global. A [FortiGuard Labs](https://www.fortinet.com/fortiguard/labs?utm_source=pr&utm_campaign=fortiguardlabs%22%20\t%20%22_blank), a organização de elite de investigação e inteligência sobre ameaças da Fortinet, desenvolve e utiliza tecnologias inovadoras como *Machine Learning* e *AI* para fornecer atempadamente aos clientes a melhor proteção de forma consistente e medidas de ação inteligentes na contenção de ameaças. Saiba mais em  [https://www.fortinet.com](https://www.fortinet.com/%22%20/t%20%22_blank), no [Blog da Fortinet](https://www.fortinet.com/blog?utm_source=blog&utm_medium=blog&utm_campaign=blog%22%20\t%20%22_blank), e na [FortiGuard Labs](https://www.fortinet.com/fortiguard/labs?utm_source=pr&utm_medium=pr&utm_campaign=fglabs%22%20\t%20%22_blank).
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